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**** Start of Changes****
6.1.4.x	Authentication status validity
[bookmark: OLE_LINK1]In order to protect agains certain type of frauds, the authentication status stored in the UDM should be removed/invalidated upon a purge of the subscriber data after UE deregistration from the network or when the SMC procedure fails following a succesfull primary authentication run.
**** End of Changes****
